National and Regional Internet Governance Forum Initiatives (NRIs)

National and Regional Internet Governance Forum Initiatives (NRIs) are now widely recognised as a vital element of the Internet Governance Forum (IGF) process. In fact, they are seen to be the key to the sustainability and ongoing evolution of collaborative, inclusive and multistakeholder approaches to internet policy development and implementation.

A total of 54 reports on NRIs are gathered in this year’s Global Information Society Watch (GISWatch). These include 40 country reports from contexts as diverse as the United States, the Democratic Republic of Congo, Bosnia and Herzegovina, Italy, Pakistan, the Republic of Korea and Colombia.

The country reports are rich in approach and style and highlight several challenges faced by activists organising and participating in national IGFs, including broadening stakeholder participation, capacity building, the unsettled role of governments, and impact.

Seven regional reports analyse the impact of regional IGFs, their evolution and challenges, and the risks they still need to take to shift governance to the next level, while seven thematic reports offer critical perspectives on NRIs as well as mapping initiatives globally.
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Introduction

Since the inception of the Internet Governance Forum (IGF) in 2006, the Philippine government has not participated in the global forum. Until recently, its record in the regional edition – the Asia Pacific regional IGF (APrIGF) – was not much better. Such indifference to a valuable multistakeholder setting for policy discussion is unfortunate, but also curious, given that the country has had an office (now an agency) overseeing its information and communications technology (ICT) system for quite some time.

For critics, its apparent disinterest in the IGF keeps the country out of step with the world when dealing with internet governance issues. Others consider it a major obstacle to plans for a local IGF, where an informed and active government is critical as co-convenor. Available evidence suggests this state of affairs is not due to a conscious decision to avoid engagement with the international community. There is, after all, government involvement in other forums and meetings such as International Telecommunication Union (ITU) events. Neither has it been for want of advocacy by civil society, which regularly urges authorities to attend the IGFs. Whatever the underlying reasons, identifying and addressing them is crucial to ensuring an inclusive and comprehensive approach to policy development in internet governance in the Philippines.

Policy, economic, and political background

The Philippines is characterised as a flawed democracy for failing to measure well in some important parameters, like the protection of basic human rights, or the quality of governance. The current administration of President Rodrigo Duterte exemplifies this, given its violent campaign against drugs and terrorism, which is marked by police abuses, and the over 14,000 lives lost to law enforcement operations and extrajudicial executions. An island region is under martial law purportedly to address a local terrorist group affiliated with the so-called Islamic State. Unmoved by criticisms, the president is content with the status quo and has even expressed a willingness to expand his anti-narcotics crusade and martial law rule. Because of this, the country has a strained relationship with the global community.

Duterte’s penchant for vulgar language, including his outrageous claims and antics, have aggravated an already tense diplomatic atmosphere. Traditional checks and balances are currently impaired, with Congress content on rubberstamping the president’s favoured policies, however ridiculous.

The political climate has cast a long shadow over the stability of the local economy. The inflation rate is on a steady rise, while the overall business confidence index has taken a dip for the third quarter of 2017. At the same time, past gains in foreign debt service stand to be erased by the anticipated loans from China negotiated by the current regime. Rampant corruption is once again the norm and has placed the country at the bottom half of
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Transparency International’s Corruption Perceptions Index.12 The removal of some state officials accused of graft13 gives little relief, with the president himself admitting to such practices in the past.14

More Filipinos are online than ever before: 60 million of an estimated population of 101 million are considered internet users,15 with a median age of 24.16 The mobile internet penetration rate is growing at a pace of 1.5 times annually or 30 million new users every year.17 In social media, Filipinos reign supreme, with users growing by 25% (12 million) in 2017 alone at the time of writing. Facebook has 47 million active accounts in the country.18 The average time spent on social media platforms increased from 3.7 hours a day in 2016 to 4.3 hours in 2017.19 This makes social media the top reason (47%) for people to be online, followed by online shopping, watching videos, mobile games, and location-based searches.20 The country is also considered the fastest growing application market in Southeast Asia.21

Age time spent on social media platforms increased from 3.7 hours a day in 2016 to 4.3 hours in 2017.19 This makes social media the top reason (47%) for people to be online, followed by online shopping, watching videos, mobile games, and location-based searches.20 The country is also considered the fastest growing application market in Southeast Asia.21 Unfortunately, there is a damper to the optimism that all these statistics generate: the country’s bottom-dweller ranking in the Asia Pacific region22 – and globally23 – in terms of average internet speed.

Dynamic relations in a stagnant environment

The Philippine internet ecosystem is divided into two worlds, with the government on one side and the private sector – mostly telecommunications companies, as internet service providers (ISPs) – on the other. Somewhere in between lie civil society (including academia), the media and consumers.

From a regulatory standpoint, two government agencies are mandated to ensure access to affordable and reliable ICT services: the Department of Information and Communications Technology (DICT)24 and the National Telecommunications Commission (NTC).25

The DICT takes the lead and is tasked to plan, develop and promote the national ICT development agenda.26 Established only in 2016, the agency has three major projects for implementation: the National Broadband Plan, free Wi-Fi in public places, and a national ICT portal. The National Broadband Plan envisions open, pervasive, inclusive, affordable and trusted broadband internet access.27 Key activities include policy reforms and investments in broadband infrastructure. In line with a new law,28 the agency also seeks to provide Wi-Fi services in public areas such as parks, public schools, public health units, public transport terminals and government facilities.29 Finally, the DICT also plans to provide a one-stop-shop of online government services through the National Government Portal (NGP)30 with a view to improving the country’s ranking in the United Nation’s E-Government Development Index.31

The NTC is attached to the DICT by law. It is responsible for the regulation of the country’s radio communications, telecommunications and broadcasting, including cable television facilities and services.32 Created in 1979, it has amassed a number of functions prescribed by different policies over the years.33

For the Duterte government, ICTs play an important role in the realisation of the country’s long-term
vision. In his 2017 State of the Nation Address, the president vowed to support efforts in improving the country's internet connectivity, given its crucial role in the advancement of the economy.

In the private sector, two telecommunications giants dominate the market: Philippine Long Distance Telephone (PLDT) and Globe Telecom. Having consistently promised to improve internet services, both are regularly called out for the subpar quality of the nation's internet connectivity, which is slow and expensive. In 2015, an attempt was made by San Miguel Corporation (SMC), the country's largest beverage, food and packaging company, to break the duopoly through a possible joint venture with Australia's Telstra. It did not push through, and eventually led to PLDT and Globe buying SMC's telecommunications unit, successfully quelling another challenge to the status quo.

Civil society organisations have been the most active in local discussions regarding the state of the internet. For groups like the Foundation for Media Alternatives (FMA), for instance, which adhere to the belief that ICTs are critical tools for democratisation and popular empowerment, people both have a right to access the internet and rights while using it. Other groups like the local chapter of the Internet Society (ISO-CH) and Democracy.net.PH prioritise issues and policies that relate to the technical side of the web. ISOC promotes an open and free internet, and draws on local and regional perspectives from its chapters across the globe. For Democracy.Net.PH, internet accessibility for all is paramount. It led the drafting of a bill providing for a “Magna Carta for Philippine Internet Freedom”.

The media and academia have yet to assert themselves prominently in the local discourse. At present, they are too easily swayed by the sentiments and positions of other stakeholders.

This year, a study conducted by the Philippine Institute for Development Studies classified the country second weakest among Southeast Asian nations in terms of its telecommunications regulatory environment, scoring below the standards set by the ITU. The existing regulatory authority, its mandate, regulatory regime, and the prevailing competition framework were all considered. Contributing factors included: a) absence of a unified licence for telco operators; b) lack of incentive for telco operators to make information about interconnection publicly available; c) lack of mobile number portability; d) lack of a regulatory mandate over interconnection rates and universal access/service; and e) weak penalties for violators.

The results come as no surprise. ISO-CH Chapter Chairman Winthrop Yu notes how the government has failed, so far, in fulfilling its role in internet governance. Its policies are outdated and only benefit the companies reigning over the local market, allowing for regulatory capture to set in.

Engaging the unengaged

The present domestic landscape, there is little incentive to bring forth, let alone sustain, a continuing dialogue among stakeholders. This makes international and regional forums even more important insofar as surfacing the different issues that plague the local ecosystem. Unfortunately, among the stakeholders, it has only been civil society that has been able to
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regularly send delegates to attend the global IGF, the APrIGF and other similarly themed events. FMA has even taken the initiative of spearheading the development of a so-called Philippine Declaration on Internet Rights and Principles\(^\text{52}\) with the support of other civil society organisations.

Some accounts indicate that the government has been selective in its engagements abroad. While it has sent delegates to events convened by the ITU,\(^\text{53}\) the Asia-Pacific Telecommunity\(^\text{54}\) and the Government Advisory Council of the Internet Corporation for Assigned Names and Numbers (ICANN),\(^\text{55}\) it has so far avoided fielding personnel to any IGF. There have been instances in the past when prospective delegates had been identified (i.e. IGFs 2014\(^\text{56}\) and 2015),\(^\text{57}\) but plans were scuttled at the last minute for reasons not made known to the public. In 2016, a DICT employee was present at the global IGF in Mexico, but not in an official capacity. The record with the APrIGF is not that different. While attendance by certain government officers has been noted in the past, only the participation of a lawyer from the National Privacy Commission\(^\text{58}\) in this year’s forum in Bangkok appears to have had institutional blessing. And even that was only upon invitation by a non-profit organisation that had a panel in the event.

Few reasons are offered to account for the government’s passive stance. Some place the blame squarely on the influence of the private sector, which has an interest in keeping regulators away from multistakeholder dialogues. This may explain the perceived preference for venues that mainly have other state representatives as attendees. Another theory centres on institutional motivation and suggests that the Philippine government may not really be keen on elevating local concerns to the international level. Raising its institutional reputation within international organisations, and possibly securing a seat in any existing body or council (e.g. the ITU Council), may be the objective. The lack of substantive follow-ups or mechanisms to monitor and assess the country’s progress after attending events abroad supports this supposition. It has likewise been suggested that this may yet be a mere procedural issue, citing the process for organising events as the reason. One DICT source points out that, unlike the IGF, ITU events are held in such a way that the host government sends out official invitations to other government participants to elicit attendance.\(^\text{59}\) In the IGF, participants are expected to volunteer their involvement sans any notice or invitation from the host or any of the panel organisers.

A review of the reasons provided exposes no handicap or difficulty inherent in the government to which its absence in the IGF may be attributed. After all, insulating oneself as a regulator from undue influence of industry, or resisting the tendency to pursue one’s self-interests, both constitute a fundamental duty on the part of any public servant. If, for some reason, the ethos of public office as a public trust has been lost on the officials concerned, political resolve should also be sufficient to counter any of the justifications cited. As regards the lack of invitation, such a flimsy excuse, were it to be acknowledged as legitimate, is easily disposed of through proper coordination with organisers and/or host governments.

Unfortunately, however simple the problems may seem, the solution is anything but rudimentary. For civil society organisations, in particular, the challenge now is how to make participation in the IGF and other similar venues draw the interest of those in the relevant agencies. Apparently, appealing to their good sense as state officials who are supposed to serve the public interest is not enough. If anything, the task is daunting. It is difficult to see what else there is outside of everything that is already being done to encourage government engagement. And that, perhaps, is the key takeaway: civil society needs to stay the course and sustain their initiatives, until a tipping point is reached and government finally relents.

There are encouraging signs that support this strategy. As of writing this, plans for holding a local multistakeholder forum closely resembling the IGF are well underway, with FMA, ISOC-PH and the DICT as co-organisers. While still a far cry from an actual IGF in terms of scope and quality, proponents are hopeful that it precipitates a significant change in the government’s treatment of internet governance, and catapults an actual government presence in the IGF and APrIGF platforms.
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Conclusions

It is likely that civil society organisations will remain the backbone of Philippine engagement in international forums on internet governance. While okay for the moment, it will prove inadequate and ineffective in the long run if meaningful policy development and reforms in the local landscape are the ultimate objective. Even if civil society organisations are able to raise domestic issues on the international stage, any solution cannot be cascaded properly to the national level if a commitment from the government to participate remains lacking. Proposals will not translate to policies, and any potential for change will remain as such. For the Philippines, specifically, this means the prospects of breaking the reigning duopoly shall continue to be bleak, much to the detriment of the general public.

All hope is not lost, however. There are signs of growing interest in public engagement among those in government service. Civil society should seize this opportunity, build on it, and continue to bring its government counterparts on board, without losing sight of its advocacies vis-à-vis specific issues.

Action steps

Civil society should consider working on a couple of points to ensure a more engaged public sector in all matters relating to internet governance:

- Encourage a more proactive government when dealing with issues concerning the internet. This includes maintaining efforts to encourage government participation in the global IGF and APrIGF, and continuing to collaborate with public and private sector partners with the objective of holding a national IGF on a regular basis.
- Promote a more inclusive process in the development of internet governance policies and programmes. In part this can be done by strengthening public education campaigns and programmes focused on people's right to the internet, as well as their online rights. This will result in new allies in working to effect positive changes in internet governance.
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